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**Introduction**

Social media refers to websites and applications online that are designed to allow people to share content quickly, efficiently and in real time. Instagram, Twitter, LinkedIn, Facebook, YouTube, WhatsApp and TikTok are prime examples.

This Social Media Policy is grounded in good social media practices and it stipulates the expectations governing social media use by student members of the Oceanik Education Society and is designed to avoid adverse impacts on students, the university and its members.

# Good practices

1. Safety and privacy
	* Exercise discretion - Be mindful of the personal information you share, including pictures and location tags, of yourself and others.
	* Most online social platforms are public– what’s out there is available for all to see, often for a very long time, even after the post is deleted. This is true even of private posts or posts in closed groups.
	* The permanence of an internet record means that you should take the time necessary to consider your decisions to publish, follow users, and provide access to strangers. Remember, social media contributes to your reputation in the long- run, including with future employers.
2. Do not spread baseless or unverified claims
	* Do not spread misinformation or rumours about other students, the university or its members.
	* You may be writing for particular audiences but your posts can be read by anyone and may show up outside of their original context. When taken out of context, your words can get misrepresented or misinterpreted.
	* You are personally responsible for your words and actions, no matter where you are, even online.
	* Posting on social media may not lead to any solution to a problem you face at the university. We encourage you to seek full information and work with relevant members to address any issues you face.
	* If you are unsure whether certain content is appropriate to share online, then don’t post it.
3. Respect the privacy of the classroom
	* The material transacted in class via discussions, online forums, guest lectures, films etc or posted on the university's learning forums is intended for your classmates and your faculty alone. Consequently, you must not record and copy documents, videos, presentations, lectures and other texts and post them to groups or individuals outside the classroom, to a publicly accessible website, blog, or other space.
	* Moodle and other learning management systems used by the university are not public internet venues; all postings on these sites should be considered private and confidential. Whatever is posted on these online spaces is intended for classmates and faculty only. You must not copy or take screenshots of documents and other resources from these spaces and paste them into a publicly accessible website, blog, or other space.
	* You are not allowed to record an instructor, other students, groups engaged in classroom discussions or discussions/events outside the classroom, or anyone else at the university without prior written permission from everyone being recorded.
	* You are not allowed to share with anyone outside the university any course videos and PPTs without prior written permission from instructors and other participants.
	* If you are recorded or photographed by other students or the University to publish the image externally, you have a right to decline consent for publication.

**Violations of the social media code of conduct**

Please note that the university has zero tolerance to the following and appropriate disciplinary action will be initiated for non-compliance:

1. Cyber-bullying will not be tolerated: This includes use of demeaning language and harassment, communications on social media that threaten the safety of an individual, and communications that violate others’ right to and expectations of privacy (including posting of their photographs, messages, videos, etc. without prior consent).
2. Persistence of social media behaviour that disrupts the ability of other students to engage in a university-sanctioned learning activity.
3. Engaging in activities that may bring the university into disrepute.
4. Posting others’ private or confidential information or threatening to do so.
5. Behaviour that is derogatory, offensive, defamatory, hateful, inappropriate, threatening, retaliatory, sexually explicit or obscene in any way.
6. Recording (audio, video, images, screenshots) classroom interactions, guest lectures etc. (whether during online classes or in-person classes) and sharing it with anyone without prior written permission from the course instructor.

# Note:

* + This is not an exhaustive list and the university may choose to initiate action in cases that are not listed above but merit intervention.

